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Course contents:

Introductionto the issueof risksassociatedvith healthand safetyat workplace
1. Methodsfor riskassessment

2. PDCAapproach

3. TheOHSA380012007

4. Theprocesof certification

5. Newsabout|SO45001

6. Written exam

7. Workgroup

8. Presentationanddiscussion
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I Theconceptof risk

ARisk

Effectof uncertainty Theeffectisadeviationfrom the expected
positive or negativelUncertaintyis givenby deficiencyof information
relatedto aneventits consequencesr likelihood Riskis often
characterizey referenceto potential events consequencesr a
combinationof these
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I Theconceptof risk

AThecontextcan be a source afsk

Thecontextisthe externalor internal environmentin whichthe
organization(a company, group, anentity..) definesandreacheats
goals

ATheprocessof risk managemenneedsto take thecontextinto
consideration

Thecontextneedsto be understoodandreflectedby therisk
managemensystem
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Theconceptof risk

ATo understand the context in which the organization operates, it is
useful to:

AUse information and data that help to pinpoint the sources of potential risk
and to reliably forecast the evolution of the context and its consequences

AChoose appropriate techniques for each of the phases of the risk
management process.
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1ISO 31000:2018

Alt is the first update of 1ISO 31000:2009.

Alt can be used by any type of organization for the management of any
type of risk

Alt emphasizes the iterative nature of risk management
Alt can be used in different contexts and with different needs
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The 8 principles of risk management

Continua
I
improve
ment
integrate
d compreh
ensive

Human Value

and creation

cultural and
EEE protection

Best
available
informati

on

|
Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
- . Security ImprESS (586410EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union

ImprESS 7




ISTITUTD
O MESSEEMENT

Principles of risk management

. Integrated: as integral part of all the organizational activities.
. Structured and complete: a structured and complete approach to

risk management leads to coherent and comparable results.

. Customized: proportioned and customized to the context and to the

3LISOAFTAO 2NBIFYATFIAZ2YQa 3F2I f &
Inclusive: based on the involvement of all the interested parties In
order to consider their knowledge, opinions and perceptions.

Dynamic: it adapts to the ongoing change of the context
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Principles of risk management

Best available information: information should be immediate, clear
and avallable to all the interested parties

Human and cultural factors: the behavior and the culture of people
Involved have an influence on all the aspects of risk management

Continual improvement: risk management is continuously improve
thanks to a positive circle of feedback and experience
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Risk management framework

Integration

Improvement
Leadership

and
commitme
Nt

Evaluation Implementation
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The process of risk management

Scope, Context, Criteria i
nriuence

Risk identificatiorA Risk analysis
A Risk evaluation

to
Risk treatment
Recording & reporting

MBIA3I 79 BuLIO)IUON

c
0
T
=

>

%

c

O

O
o

c
O
©
9

c

S

S

S

O
O

Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
.. Security ImprESS (586410EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union 11




ISTITUTO
01 MARSEEMENT
] - 1o l|| i &) L)

Risk communication and consultation

ACommunicating the risk is crucial in order to understand it and help
all the involved parties to know why some given decisions and actions
were taken.

ACommunication and consultation with the involved parties, external
and internal, should take place during all the different steps of the ri
management process
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£ 1S8031000: the process of I’iéK
management

1. Defining the scope:

Risk management can be applied to different levels of the company
(strategic, operations, programming, single projects, &cij Is
iImportant to define the scope of it, the objectives of it, and the
alignment between these and the organizational goals
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L 1S0O31000: the process of I’iéK
management

ADefining the risk:

The organization should define the acceptable level of risk given its
goals and objectives.

The criteria to evaluate the risk should:

AReflect the values, the objectives and the resources of the
organization

ABe coherent with the politics and the statements made on risk
management
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£ 1S8031000: the process of I’iéK
management

The criteria to evaluate the risk should (continues):

ABe defined based on the considerations of the of the obligations that
the organization has and the opinion of all involved parties

ABe defined at the very beginning of the risk management process
ABe revised and adjusted often, if necessary
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- 1S0O31000: the process of I’iéK
management

Estimating the risk:

1. Identifying the risk
2. Analyzing the risk
3. Measuring the risk

ISO guide 73: risk evaluatigrihe process that encompasses the
identification, the analysis and the measurement of risk.
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Risk identification:

A process of research, identification and description of the risks.
Meaning:

U ldentifying the sources of risk

U ldentifying the related events

U ldentifying the cause

U Identifying the consequences of risk
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J1S031000: the process of I’iSLK
management

External and internal factors

determine

Sources of risk
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J1S031000: the process of I’iSLK
management

Sources of risk

Events and
consequences
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Source 1 Source 2  Source N...
Event AR Eveint N

Y

It is necessary to consider possible interconnections between
events arising from different sources of risks.
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S 1S0O31000: the process of risﬁx
management

Events and consequences, possibly
originating from interconnections

Definition of evaluation
models for Lr level of risk

Lr= combination of consequences and plausibility (likelihood + possibilit
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For some processes It Is possible to statistically define the level of
uncertainty. Among these there are:

APhysical measurement

AExposition to an element

AEnergy consumption

AProduction

ATime for the realization of a process
AWSLISUAGAGS | OUA2YyQa AYLMzil ot S
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Likelihood and probabillity

Process Capability Analysis for Rck25 Coviol

_ LSL
Material: concreteRck ERomRtan~ 191 v

25 it B TS COgE e Sour ;
25,0000 |
Mean 27,4333 :
- Sample N 30 I
Probability of RRck s:oevp“(asn 1,16921 :
should be <5% e i
Potential (ST) Capability ;
Empirical data allow us i ’ '
to confirm that we have oy e
Cpk 0,09 | 1 T I | I T |
reached the goal, and Cpm ’ 24 25 26 27 28 29 30 31
th e expe rnme nt IS Overall (LT) Capability Observed Performance Expected ST Performance Expected LT Performance
rep licable. Pp . PPM <LSL 33333,33 PPM < LSL 0,00 PPM < LSL 0,00
PPU ' PPM > USL . PPM > USL . PPM > USL :
 PPL 0,69 PPM Total 33333,33 PPM Total 0,00 PPM Total 0,00
, Tt Ppk 069 ‘
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Likelihood and probabillity

Process: baggage delivery in airport
Reference: service charter

{ulgévéyév a2S RSTAYSNI GKS FTANBRG oF 33
fFYRAYIAS AY oz 2F GKS FfAakKGas
Failure probability <5% Empirical data allow us to confirm that

we have reached the goal and the
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“  Likelihood and probability

In human, social or relational processes it is not possible to statistically define the
uncertainty, starting from direct measurement.

For such processes, there is the necessity of defining reference models in order to
estimate the uncertainty with special indicators. These indicators could be for

example:

-{O0FFFQa |61 NBySaa

- Overwork stress

-/ dza G2 YSNXQa alaArAafFl OuAzy
- Training efficiency...
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Likelihood and probabillity

AFor the processes that do not consent empirical experiments and
direct measurements, usually we evaluate risks and opportunities
from researches, interviews, surveys and from data analysis that,
based on an abstract model and on correlation hypothesis, we judge
are representative of the variable we want to estimate.

Aln this stage the biggest difficulty is defining exactly WHAT needs to
be measured
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| Likelihood and probability

AlIn the phase on risk analysis, we can also use qualitative approaches, where the
evaluation of risk is expressed through considerations based on experience or on
subjective choices.

Consequence

Medium

Example of a possible matrix

Almost
certain

Likelihood Likely Medium Medium

Possible Low Medium

Unlikely Low

Rare Low Medium
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. ISO 3100@Q Risk management

[

A3.7.1.6 Risk acceptance: informed decision to take a particular
risk.

ISO Guide 73 ARisk acceptance can occur without any risk treatment or during
the process of risk treatment.

AAccepted risks are subject to monitoring and review.

—_—

The acceptance of risk should be taken after having evaluated
the possible consequences of the related event.
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ISO 3100@Q Risk management

When an organization decides to accept risk, it should measure up with
Its risk tolerance propension.

Risk attitudey 2 NBF YAT I A2y Q4 | LILINRI OK G2 | 2
take or turn away from risk.
Risk appetite amount and type of risk that an organization is willing to pursue
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ISO 3100@Q Risk management

AAcceptable risk:

I OOSLIiFofS Nxal R2SayQu ySoSaal Nnafe Y
¢KS | OOSLIilofS Nmxal] Aa UGUKS f2¢gSau LRa
U2t SN yOSsE gAUKAY UKS fAYAUGA RSTAYSR

y
policies.

GCKS t206Sa0 Ll2aaroftSé R2SayQu YSIy f
A ALARA: as low as reasonably achievable.

A ALARP: as low as reasonghigctible
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ISO 3100@Q Risk management

ARisk treatment:

The goal of treating risk is selecting and putting into practice options to face risk.
Risk treatment implies the following steps:

Formulate and select options to treat risk

Planning and implementation of risk treatment

Evaluation of the treatment efficiency

Deciding over the acceptability of risk

When not acceptable, implement one more treatment of risk
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ISO 3100@Q Risk management

Monitoring and review

AEnsure and improve the quality and efficiency of planning, implementation and
results of risk management

AAre a formal part of the risk management process and have a clearly defined
scope

ATake place in all the different phases of the process

ATheir results should be included in all the activities of management,
measurement and reporting
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ISO 3100@Q Risk management

PDCAplando-checkact) andriskidentification

Thiscyclecanbe appliedboth at a strategicand an
operationallevel

Theapplicationof the introduced method is based
on deductivemethod:

A We identify the risk sourcesand supposethe
consequent events, on the basis of abstract
hypothesisandthe resultof the consultation
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ISO 3100@Q Risk management

PDCA and risk identification:

The uncertainty associated with the process of risk identification can
have the following effects:

-2S OlyQu ARSYUOUATEe RRYS 2F 0UKS az
-2S OFyYy Qi ARSYUATE Extlisatcanbmé 2o
an identified risk sourcex

-2S OlFyQid ARSYUOUATFEe 2yS 2N Y2NB
from different risk sources (Ekxyinteracts withEjK
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ISO 3100Q Risk management

Source 1 Unidentified source Source N...

:

The best way to improve the identification processis to use more than one
technique, both theoretical/deductive (from general to particular) and
experimental/inductivgfrom eventsobservation)

Thisis way it is important to intercept the & Yy SYF ANGb&fére big problemsarise
provingthat the riskevaluationwe usedwaspoor.
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Reporting

The process of risk management should be appropriately documented and
reported.

The documentation and reporting have the following goals:

- Communicate the activity and the results of risk management within the
organization

- Provide information for the decisional process
- Improve the risk management activity

- Aid the interaction between different parties, included those that are responsibl
for the risk management itself
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Reporting

The reporting is an integral part of governance and it should improve the quality of
the dialog between the parties and support the decisional bodies in carrying out
their duties. The factors that need to be considered in this context are:

- The different parties and their informational needs
- Cost, frequency and timing of signaling
- Method of signaling

- Relation of the information with the objectives of the organization and decision
process

=
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- Audit report

Preparationof the auditreport indicating

A areasandfunctionsinvolved
A membersof the Audit Group
A distribution list

A summaryof the audit process

A conclusion®f the audit
- "S(tj antd cC:IIassificatiomf non-conformitiesof the EMSwith respectto the references
adopte

- If the EMSis adequatelyimplemented and maintained highlightingthe strengths
andweaknesses
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Audit report

Theauditreport:

Alt summarizeshe work done

A Containghe collectedresults

Alt allowsthe planningof subsequengctivities
AOvertime, it constitutesthe referenceexperience
Alt isthe instrumentof continuity of the EMS
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Audit report

Rule of 4 W:

AWHAT
AWHERE
AWHO
AWHEN

Security IMprESS (586416EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
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Techniques for risk evaluation

IEC/ISO 31010
Edition 1.0 2004.1

International standard

|
Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
B . Security ImprESS (586410EPP-1-2017-1-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union
ImprESS

41




1ISO 31010

Alncludes 31 widely used techniques to evaluate risks
Alncludes a description of each

AGuides the user to choose the most suitable technique to identify,
evaluate and measure risks

A Is currently under review
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Risk assessment techniques

Annex B

Technigues for risk evaluation

(informative) IEC/ISO 31010

8.
9.

Brainstorming

1.
2. Structured or semi-structured interviews
3.

4. Check-lists

5
6.
7. Hazard Analysis and Critical Control Points

Delphi

Primary hazard analysis
Hazard and operability studies (HAZOP)

(HACCP)
Environmental risk assessment
Structure « What if? » (SWIFT)

10. Scenario analysis

11. Business impact analysis

12. Root cause analysis

13. Failure mode effect analysis 71t=A
14 Fauif tree analysis

15.Eventtree analysis

16. Cause and consequence analysis
17. Cause-and-effect analysis

18. Layer protection analysis (LOPA)
19. Decision tree

20. Human reliability analysis

21. Bow tie analysis

22. Reliability centred maintenance

23. Sneak circuit analysis

24. Markov analysis

25. Monte Carlo simulation

26. Bayesian statistics and Bayes Nets
27. FN curves

28. Risk indices

29. Consequence/probability matrix
30. Cost/benefit analysis

31. Multi-criteria decision analysis (MCDA)

ImprESS
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Techniques for risk evaluation

We can classify techniques based on how they are applied in each
phase of risk evaluation:

- |ldentification: sources of risk, causes of their existence, events,
conseqguences

- Analysis: analysis of consequences, estimation of probability,
evaluation of control efficiency, estimation LiX 0

- Evaluation: comparison afrlevels
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Risk assessment process
", Tools and techniques Risk Risk ssalysis Risk
P4, 1 :"""I"{ B ETIHTE Identification Consequence | Probability | Level of risk evaluation
wg/ COnlAnns Brainstorming SAY NAZ) NA NA NA
it‘r:rcvt':r:: or semi-structured SA NA NA NA NA
Delphi SA NA NA NA NA
Check-lists SA NA NA NA NA
Techni gues for e = o S
(H’:Az;gpa)nd operability studies SA SA A A A
eval u atl O n Of r I S k .:n':;d(:::;%‘;;‘, and Critical Control SA SA NA NA SA
Envuronmonul risk assessment SA SA SA SA SA
Structure « What if? « (SWIFT) SA SA SA SA SA
Scenarno analysis SA SA A A A
Business impact analysis = SA Bl - =
Root cause analysis NA SA SA SA SA
Fallure mode effect analysis SA SA SA SA SA
Fault tree analysis A NA SA A A
|Event tree analysis A SA A A NA
Cause and conseguence analysis A SA SA A A
Cause-and-effect analysis SA SA NA NA NA
Layer protection analysis (LOPA) - SA A S NA
Decision tree NA SA SA A A
Human reliability analysis SA SA SA SA A
Bow tie analysis NA - SA SA =
Reliability centred maintenance SA SA SA SA SA
Sneak circuit analysis ~ NA NA NA NA
Markov analysis A SA NA NA NA
Monte Cario simulation NA NA NA NA SA
Bayesian staustics and Bayes Nets NA SA NA NA SA
N Im . . . . Co-unded by the FN curves A SA SA A SA
proving Academic and Professional Education
.II Capacity in Serbia in the area of Safety & Security Erasmust Programme Risk indices A SA SA A SA
ImprESS (586410EPP-1-20171-RS-EPPKA2-CBHE- of the Eufopean Union Consequence/probability matrix SA SA SA SA A
lmpeESS JP) Costbenefit analysis A SA A A Aﬁ
S
(l::étg:r;tona decision analysis A SA A SA A




How to choose the technique

Consider:
-LINEOEf SYQa O2YLX SEA(
- Quality and quantity of available information vs objectives

- Avallable resources vs time needed/competences/quantity of
data/budgets

-aSGK2RQa [oAfAGE (2 LINRPOARS
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Table A.2 - Attributes of a selection of risk assessment tools

Relevance of influencing factors

Can provide

Type of risk
assessment Description Quantitative
Wchaique Resources Nature and oup®t
and degree of Complexity
capability uncertainty
LOOK-UP METHODS
A simple form of risk identification. A technique which provides a listing of typical
Check-lists uncertainties which need to be considered. Users refer to a previously developed list, Low Low Low No
codes or standards
Preliminary A simple inductive method of analysis whose objective is to identify the hazards and
' hazardous situations and events that can cause harm for a given activity, facility or Low High Medium No
hazard analysis system
SUPPORTING METHODS
Structured A means of collecting a broad set of ideas and evaluation, ranking them by a team.
Interview and Brainstorming may be stimulated by prompts or by one-on-one and one-on-many Low Low Low No
brainstorming interview techniques
A means of combining expert opinions that may support the source and influence
Delphi identification, probability and consequence estimation and risk evaluation. Itis a
technique collaborative technique for building consensus among experts. Medium Medium Medium No
Involving independent analysis and voting by experts
swrv A system for prompting a team to identify risks. Normally used within a facilitated
‘sw"t:‘o‘;‘-‘i’fl;e;’ workshop. Normally linked to a risk analysis and evaluation technique Medium Medium Any Ne
Human reliability | Human reliability assessment (HRA) deals with the impact of humans on system . .
analysis (HRA) performance and can be used to evaluate human error influences on the system Mudiom Mo A— vos
SCENARIO ANALYSIS
A single loss that has occurred is analysed in order to understand contributory
Root cause causes and how the system or process can be improved to avoid such future losses.
analysis (single | The analysis shall consider what controls were in place at the time the loss occurred and how Medium Low Medium Ho
loss analysis) controls might be improved
Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
Security ImprESS (586416EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union
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Relevance of influencing factors
Type of risk Can provide
assessment Description Quantitative
seciinve Resources Nature and ontont
and degree of Complexity
capability uncertainty
Scenario Possible future scenarios are identified through imagination or extrapolation from the
anslivels present and different nsks considered assuming each of these scenarios might Medium High Medium No
¥ occur. This can be done formally or informally qualitatively or qguantitatively
Hazards are identified and analysed and possible pathways by which a specified
Toxicological target might be exposed to the hazard are identified. Information on the level of Hiah High Medium Yes
risk assessment | exposure and the nature of harm caused by a given level of exposure are combined 9 19 -
to give a measure of the probability that the specified harm will occur
Provides an analysis of how key disruption risks could affect an organization’s
Susiness impact operations and identifies and quantifies the capabilities that would be required to Medium Medium Medium No
analysis pes
anage it
A technique which starts with the undesired event (top event) and dot_ermines all the
Fault tree ways in which it could occur. These are displayed graphically in a logical tree High High Medium Yes
analysis diagram. Once the fault tree has been developed, consideration should be given to 9 g
ways of reducing or eliminating potential causes / sources
Event tree Using inductive reasoning to transiate probabilities of different initiating events into Medium Medium Medium Yes
analysis possible outcomes
Cause/ A combination of fault and event tree analysis that aliows inclusion of time delays, :
consu}uence Both causes and consequences of an initiating event are considered High Medium High Yes
analysis
An effect can have a number of contnbutory factors which may be grouped into
Cause-and- dﬂfergnl categories. Contributory factors are identified often through brainstorming . N
effect analysis and displayed in a tree structure or fishbone diagram Low Low Medium o
- - - - : o L Co-funded by the
Improving Academic and Professional Education Capacity in Serbia in the area of Safety &
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Example type
of risk Quantitative
assessment Description Relevance of influencing factors output
method and possible?
technique
FUNCTION ANALYSIS
FMEA (Failure Mode and Effect Analysis) is a technique which identifies failure
modes and mechanisms, and their effects,
There are several types of FMEA: Design (or product) FMEA which is used for
components and products, System FMEA which is used for systems, Process FMEA
FMEA and which is used for manufacturing and assembly processes, Service FMEA and
FMECA Software FMEA, Medium Medium Medium Yes
FMEA may be followed by a criticality analysis which defines the significance of each
uglwo mode, qualitatively, semi-qualitatively, or quantitatively (FMECA). The
criticality analysis may be based on the probability that the failure mode will result in
system failure, or the level of risk associated with the failure mode, or a risk priority
number
Reliability- A method to identify the policies that should be implemented to manage failures so
centred as to efficiently and effectively achieve the required safety, availability and economy Medium Medium Medium Yes
maintenance of operation for all types of equipment
A methodology for identifying design errors. A sneak condition is a latent hardware,
Sneak analysis software, or integrated condition that may cause an unwanted event to occur or may
Snalys inhibit a desired event and is not caused by component failure, These conditions are
(Sneak circuit charactenized by their random nature and ability to escape detection during the most Medium Medium Medium No
analysis) rigorous of standardized system tests. Sneak conditions can cause improper
operation, loss of system availability, program delays, or even death or injury to
personnel
HAZOP A general process of risk identification to define possible deviations from the
expected or intended performance. It uses a guideword based system,
Hazard and Medium High High No
operability The criticalities of the deviations are assessed
studies
HACCP A systematic, proactive, and preventive system for assuring product quality, reliability
Mezard anat and safety of processes by measunng and monitoring specific characteristics which
and critical ¥8is | are required to be within defined limits Medium Medium Medium No
control points
Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
Security ImprESS (586416EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union
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B3. Techniques for undentanding consequences, likelthood
' and risk
L) Sant’ A
. I':' : : :;T‘qu.o‘r:m.: bl S — General — Human relintidty analysss
— Braunsionnirg — Dayesian analysis (HRA)
— Dalphi tachnriqua — Bayes@n networks ~ Mutkov unulysrs i
— Nommal group techmgos — Busmaess impact anatyars (BIA) — Monte Corlo simulation
e -_— o ' P
— Stuctuted of semi structured intemews — bwent lres analysss (ETA) ""y"" Mpeal ek AssSassment
— Sureys — Faut trea anatysis (FTA) — Valua at Rick (VaR)
% } e ~ = — Condiional value at nsk (CVaR) |
‘ (.fufsa-(,(anlmta Anetysis or oxpocted <hartfall (CS)
N e e i)
B3, Techniques for evaluating “ P
the significance of risk ‘ \\ PSS ’
— ALARP/SFAIRP \/\ RISK MANAGEMENT f\ ;
— Frequency-number (F-N) ‘/ \ PROCESS N | — g:;zt:x:::lxgt,:trdcmm
diqrams 2 Y 5
Parato charts / ‘ \ ' — Failuro modes and offocts
= Rcbubit‘y tored / anolysis (FMEA) end
- centery
ria Failure modes, effacts ard
mantenance (RCL) Scope,Context, Crite criicukty onol
S Risk Assessment FUECA)
— Consequence hkelhood < - — Hazard und operaiity
matrix

/

| (HAZOPR) studias

| — Scenano Anulyss
— Structured what if

| techmque (SWIFT)

— S curves

RISk 4
Identification
Risk
Analysis

Rigk
Evaluation

B7. Techniques for
selecting between options

Analyzing sources

— Cost benett analysis drivers of risk

(CBA)
— Docision troo analysis
— Game theory

- Mubli-critena gnalysts
(MCA)

MOMTORING & REVIEVY

~ — Cmndyn:c approach

— Iehikawa (fishbona)
method

-— Fauz troa analysis

Risk Tre atment
. e e e o)
RECORDING & REPORTING
B4. Techniques for St

/ analyzing controis

COMMUNICATION 7. CONSULTATION

BS. Techniques for reporting

-
and recording risks |
— Risk rogistors !
- q Akelhood | ‘ P
matrix (rsk malrix or heat | control points (HACCP)
{ ——

map) I — Layers of protection
— S curnvas ! anslysis (LOPA)
- Bow be disgrem l

B6. Techniques for analyzing dependencies
and Iinteractions

— Causal mapping l

— Bow ha analyss
— Hazard analysis and critcal

— Cross impact analysis

Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
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Evolution of OHSnanagement systems

AMdbyd oydbkodmMk 99/ 0 RSTFAYSa (GKS 206t ATl dA2ya 2
safety. UK adopts the framework in 1992 under the MHSWR, while Italy adopts it in 1996 with
the law 626/94.

A BS 8800:1996: guide to occupational health and safety management (updated in 2004)
A OHSAS 18001:1999

A ILGOSH 2001

A UNI in 2001: health and safety management guideln8&SL

A UNI INAIL review 2003 of health and safety management guidelines

A Sincert(Accredia in 2003: RT 12 prescriptions of certifying bodies for health and safety
management systems

Co h
Improving Academic and Professional Education Capacity in Serbia in the area of Safety & 0-funded byt €
.. Security ImprESS (586410EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
of the European Union 1:0HS(S) Organizational Health and Safet
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Evolution of OHS management systems

Before March 192018
BS OHSAS 18001: 2007

BS OHSAS 18002:2008 guideline for the implementation of OHSAS
18001: 2007

BS 18004:2008 guide to achieve effective occupational health and
safety performance (guideline for risk evaluation)

Co-funded by th
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1ISO 45001

APublished on March 122018

At NBLIF NBR 060é& UKS tNB2SOU /
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Aln accordance with the ISO (HLS) directives

|
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Requirements for ISO 45001

A1SO 45001 is aligned with HLS and structured in 10 chapters, using the same terminolc_)%y
and definitions by 1SO. ISO 0991:2015 and ISO 14001:2015 will easily be integrated wit
It, compared to the previous ones.

AThe 10 chapters are:
A Goal
A Legal reference
A Terms and definitions
A Organizational context § ) L ,
A[ SF RSNAKALI YR 62NJ SNEQ LI NIOAOALI GA?2
A Planning
A Support
A Operations
A Performance evaluation
A lmprovements

Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
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How to use It Annex A

ISO 45001 includes the Annex A, a guide to use the framework

It contains iInformation:

- That help to correctly interpret the framework to avoid an erroneous
Interpretation of the requirements of 1ISO 45001

- That do not add additional requirements nor change those prescrib
by ISO 45001

Co-funded by th
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How to use It Annex A

AAnnex A contains legal national references

A Any organization that intends to adopt the ISO 45001 in order to get
the OHSAS (Organizational Health and Safety Assessment Series)

preventively have complied with all the national regulations of the
matter.
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ISO 4500% methodological basis

Aln conformity with the HLS (High Level Structure) the application of
1ISO45001 is bases on the following 3 operational tools:

1. Process based approacivhich includes the systemic model for
management

2. ThePDCAPIlan Do Check Act) cycle, the methodology for reaching a
continuous improvement

3. Thehealth and safety risks managemenbased on the knowledge of the
organization and its context, and how external and internal factors can
Impact on its capacity of meeting legal requirements, as well as how it ca
meet the expectations of workers and other stakeholders.

Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
Security ImprESS (586416EPP-1-20171-RS-EPPKA2-CBHE-JP) Erasmus+ Programme
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ISO 45001 introduction

A The health and safety risk management system takes into consideration the risks related to all
those processes that fall beneath the control of the organization, taking into account the
operating context, the needs and the expectations of its workers and other parties.

A The framework does not indicate specific rules for health and safety and does not provide
prescriptions for the design of a management system

A Through the health and safety management, the,framework enables organizations to include
20KSNJ aLlsoda 2F alrfFsae yR KSFHfOGaKE Fa GKS

A However, the ISO45001 does not concern aspects like product safety or environmental impact,
which are the focus of other frameworks.

— Co-funded by the
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© SO 4500%; introduction (2)

Background:

A An organization is responsible for the health and safety of its workers on the workplace, and of alll
the other people that can be impacted by its activities. This responsibility includes the promotion
and the protection of their physical and mental health.

A The adoption of an OHSAS has the purpose of providing the organization with the ability

A to create a work environment that is safe and healthy,
A to prevent accidents and sicknesses that are related to the workplace,
A and to continuously improve its performance in terms of health and safety.
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ISO 45001: success factors

Thepurpose of an organizational Health and Safety System (OHSS):

ATo provide a framework for risk management and opportunity management in
terms of OHSS

ATo prevent accidents and sickness related to the workplace for all the workers,
and to provide a safe and healthy environment

APrompt actions to timely grab the OHSS improvement opportunities
AManage risks and improve performance
AHelp the organization in meeting legal requirements and its own requirements

Co-funded by th
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1ISO 45001: scope

1SO45001.:

ASpecifies the requirements for a OHSS and provides a guideline for its
employment

ACan be implemented by any organization that wants to have, use and
keep an OHSS with the goal of improving the health and safety of it
workplace, in order to limit the dangers on the workplace, grab any
opportunity for improvements and handle naronformities of its
own activities with the OHSS.
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1ISO 45001: scope

1. Scope and application:

The present document facilitates the organization in the pursuing of expected
results of its OHSS.

In coherence with the choices concerning the OHSS of the organization, the
expected results might include:

AA continuous improvement of the performance in terms of health and safety on
the workplace.

AMeeting legal requirements and other requirements.
AReaching the goals in terms of health and safety.

=
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1ISO 45001: scope

2. Scope and application
1ISO45001.:

A Can be implemented by any organization independently from its dimension, type and business
activities.

A Can be applied to the health and safety risks under direct control of the organization, keeping the
context in which the organization works, the needs and expectations of the workers and other
stakeholders.

A Does not impose specific criteria for the health and safety performance, neither it is prescriptiv
in terms of the OHSS design.

A Through the OHSS it enables organizations to integrate other aspects concerning health and
safety such as the wellbeing of workers and quality of life.

=
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ISO 45001: terms and definitions

AParticipationitaking part in the decision process
AConsultationseeking for different opinions before taking a decision

ARequisiterequirement or expectation that might be explicit, often
iImplicit or even mandatory,

ALegal requirements or other requirementgguirements dictated by
law and thus the organization has to comply with, or other
requirements the organization chose to comply with,

Improving Academic and Professional Education Capacity in Serbia in the area of Safety & Co-funded by the
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ISO 45001: terms and definitions

Alnjury and sicknesstegative effects of the physical, mental or
cognitive condition of a person. These might include infirmity or even
death. Injury and sickness might manifest in combination or either of
the two.

ADanger phenomenon that has the potential of causing injury or
sickness

ARisk effect of uncertainty

Co-f h
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ISO 45001: terms and definitions
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that 1 or more exposures to a dangerous phenomenon occurs and the
severity of the connected injury or sickness that might arise from the
exposure

AOpportunity for health and safety on the workplasguation that
might lead to the improvement of OHS on the workplace

AAccident event that origins from a work or during the work and that
might cause injuries and/or sickness
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ISO 45001: organizational context

Context:
A Understanding the organization and its context: the organization has to define the external and

AYUOSNYIt FLFLOU2NAR O2yySOUSR (2 A0&a odzaAySaa |
of reaching expected results in terms of OHS.
A Understanding the need and expectations of workers and other stakeholders. The organization
needs to determine:
A All the other stakeholders, except from workers, that are affected by OHSS.
A The needs and expectations (requisites) of workers and other related stakeholders

A Which, of these needs and expectations, might eventually become legal requirements or
other requirements

— Co-funded by the
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